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Online bullying is: 

 a) Extremely rare

 b) A normal part of growing up

 c) A damaging and unacceptable form of abuse

 d) Easy to identify 

>	 Many	suffer	from	online	harassment	and	bullying	but	it	is	not	normal	or	acceptable.	 

Although	the	acts,	words	and	online	technologies	used	vary,	it	is	always	very	harmful.

Don’t use the Internet or a smartphone is a reasonable response  
to bullying. 

 a) True 

 b) False

>	 It	is	simply	not	possible	to	avoid	technology,	as	it	is	has	become	an	indispensible	tool	for	

communication	and	socialising.	No	bully	should	be	able	to	prevent	a	person	developing	 

skills	with	technology	that	benefit	their	life.

There is software that can guarantee that your grand/child is safe online.

 a) True 

 b) False

>	 There	is	software	that	can	form	part	of	your	strategy	but	is	no	substitution	for	being	 

an	involved	and	supportive	influence	in	their	online	development.
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Children are safe online unless they go and meet a stranger.

 a) True

 b) False

>	 There	are	many	very	harmful	forms	of	sexual	abuse	that	can	happen	over	the	Internet	 

that	do	not	involve	physically	meeting.	

A scammer might:

 a) Promise a large amount of money 

	 b)	Call	you	suddenly	to	help	fix	your	computer

	 c)	Inform	you	of	winning	a	prize	or	lottery

 d) All of the above

>	 Scammers	often	promise	a	large	pay-out	or	reward	but	ask	for	a	smaller	amount	 

of	money	upfront.	The	pay-out	doesn’t	come	and	they	take	the	money	sent	in	advance.

Any online relationship that lasts more than a week is probably genuine. 

 a) True

 b) False

>	 Fraudsters	are	willing	to	develop	the	relationship	over	an	extended	period	of	time.	 

This	increases	the	trust	level	between	the	victim	and	the	fraudster,	which	results	 

in	the	potential	victim	usually	losing	more	money.

A safe and traceable way of sending money online is:

 a) Western Union

 b) MoneyGram

	 c)	Pre-paid	cards	such	as	Green	Dot

 d) None of the above

>	 These	methods	of	payment	do	not	guarantee	the	identity	or	traceability	of	the	person	receiving	

the	funds.	There	is	no	practical	way	to	recover	the	funds	once	they	have	been	taken.

Scammers will deliberately send too much money and ask that it be sent 
back or to another person. 

 a) True

 b) False

>	 Scammers	will	send	money	that	is	obtained	illegally	(stolen)	or	send	counterfeit	cheques	 

and	ask	the	person	to	send	money	to	a	different	account	or	in	a	different	form.	
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You should report fraud:

a) Only if it happens to you, not if it happens to someone you know

b) Only if it you lose more than $20

c) Always

d)	If	it	wasn’t	a	silly	mistake	

>	 There	are	no	silly	mistakes	with	fraud,	fraudsters	are	experienced	and	motivated	to	trick	

people	and	everyone	is	susceptible.	You	should	always	report	fraud.	At	the	very	least	it	helps	

the	government	to	properly	resource	the	fight	against	fraud.


